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Abstract
This first lesson of Ozeki VoIP Training contains the basic knowledge about the terms and processes concerning the Voice over IP technology. The main goal of this lesson is to make the reader be familiar with the essential knowledge about VoIP before starting to write VoIP communication programs.

Introduction
Before you start programming VoIP applications, you need to have a stable basic knowledge about voice over IP technology. You need to understand the basic terms and see how VoIP communication is built up, so when you finally start working on your VoIP solution you will only need to put your knowledge into practice.

This lesson gives you a basic overview about VoIP technology and the related terms and shows the processes that go behind the scene while communicating via VoIP. This knowledge is essential for everyone who wants to write a VoIP application as without understanding the basics writing a VoIP program at least difficult.

When you start to write your own VoIP programs and have some difficulties with the basic processes, you can always come back and check them in this lesson and you will find it easier to work with the knowledge you get from this material.

Basic Terms and Definitions
Voice over IP is a collection of technologies and protocols that define the basic rules for communication through the Internet Protocol. VoIP works by encoding voice information into a digital format, which can be carried across IP networks in discrete packets.

The process of VoIP communication basically consists of voice digitization, connection establishment, data transmission and voice decoding at the remote end. These processes use a lot of hardware and software equipments. The process itself is basically similar to the traditional telephone communication but has some differences from it too.

Figure 1 shows the basic architecture for VoIP technology. The parts of the VoIP system will be introduced in the following sections.
In the ordinary telephone network the connection between two telephones was established by a switchboard. In the VoIP model this role is dedicated to the **soft switch**. It is a software solution that controls connection between the end-points where there is no end to end VoIP connection is not available.

The soft switch can be divided into two parts, the **media gateway** and the call agent. The call agent is mainly responsible for call routing, network signaling and billing. The media gateway is used to connect different physical networks in order to provide end-to-end connectivity. It functions very similarly to a typical network switch in that it can create a heterogeneous link between endpoints, regardless of the network media in between. In addition, the Media Gateway can also connect a VoIP circuit to a PSTN circuit, allowing the use of VoIP even when only one of the endpoints is VoIP enabled.

The VoIP telephone sets can be divided into two classes, softphones and hard phones. **Hard phones** are the traditional telephone devices that are capable for VoIP communication. If the soft switch is the switchboard for VoIP the **softphone** is the telephone solution originally dedicated to VoIP communication. It is a software with all the telephone functions that can run on an ordinary personal computer and uses the main hardware devices (sound card, microphone, speaker) for realizing the communication.

**Analog Terminal Adapters** (ATA) perform analog and digital conversions between a traditional analog phone and the broadband modem, allowing users to use the VoIP service with an existing phone. The ATA functions much as a Media Gateway does, translating data between analog and digital communication. ATAs typically have two ports: a telephone jack (FXS port)
and a LAN port. This enables a user to plug into the FXS port an analog telephone, and then attach the ATA to the network with an UTP cable. This way the analog telephones will be available for VoIP calls too.

The voice digitization, compression or conversion back to analog data need the implementation of certain coder-decoder solutions called **CODECs**. These codecs are defined in standards that have to be supported by the VoIP communication entities like softphones, hardphones, ATAs in order to be able to communicate. Ozeki VoIP SIP SDK contains the support for the following codecs: G.711, G.722, G.729, iLBC, Speedx. The information about these codecs can be found on the [http://voip-sip-sdk.com/p_213-supported-codecs-voip.html](http://voip-sip-sdk.com/p_213-supported-codecs-voip.html) web page.

The **core IP network** is a segment of the Internet (or is special cases the Internet itself) that guarantees a quality of service when transporting a stream of IP packets between voice applications.

The **signaling gateway** is responsible for notifying a VoIP end point that another end point requests for communication. This process is called signaling. The main goal of the signaling gateway is to implement the difference between the VoIP signaling and the PSTN notifying system in order to provide the communication between VoIP and non-VoIP networks.

A **VoIP trunk gateway** is an interface that facilitates the use of plain old telephone service (POTS) equipment, such as conventional phone sets and fax machines, with a voice over IP network.

The VoIP trunk gateway is basically used for connecting the **Private Branch Exchange (PBX)** to the PSTN. The VoIP solutions are connected to a PBX that is a software or hardware that establishes the connection between the end points using a SIP account.

The **Session Initiation Protocol (SIP)** was originally designed as a means of notifying or inviting users to Internet multicast and broadcast sessions. It provides control over multimedia sessions. Implemented at the application layer, it is capable of establishing, modifying, and terminating sessions. In the context of IP telephony, these sessions are the VoIP “calls” themselves, and SIP is used to place the calls, modify them in-session (for example, inviting other users for features such as three-way calling), and to hang up. Also integrated into SIP’s design is mobile capability, because SIP handles name mapping and redirection servers. This allows users to use IP telephony without regard to their physical or network location.
Session Initiation Protocol

The primary SIP functions are the following:

- **User location and name translation** - this ensures that the caller reaches the called end point
- **User availability** - the presence information about the user, indicates if the user is willing to engage in communication
- **Users capabilities** - This allows the group on the call to agree on the different features supported. If a certain CODEC rate is not supported by SIP, there is room for negotiation.
- **Session setup** - it is used for communication session establishment by using session parameters
- **Session management** - it is used for modifying session parameters and invoking services

The SIP communication is made via SIP requests and responses. The following tables contain these with some basic explanation about them

**Table 1 - SIP requests**

<table>
<thead>
<tr>
<th>Request type</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>INVITE</td>
<td>Indicates a user or service is being invited to participate in a call session.</td>
</tr>
<tr>
<td>ACK</td>
<td>Confirms that the client has received a final response to an INVITE request.</td>
</tr>
<tr>
<td>BYE</td>
<td>Terminates a call, and can be sent by either the caller or the callee.</td>
</tr>
<tr>
<td>CANCEL</td>
<td>Cancels any pending searches but does not terminate a call that has already been accepted.</td>
</tr>
<tr>
<td>OPTIONS</td>
<td>Queries the capabilities of servers</td>
</tr>
<tr>
<td>PRACK</td>
<td>Provisional acknowledgement</td>
</tr>
<tr>
<td>REGISTER</td>
<td>Registers the address listed in the “To” header field with a SIP server. Registrations can require authentication.</td>
</tr>
</tbody>
</table>

The SIP requests are sent to the PBX from the VoIP clients and the PBX sends back some SIP responses in return or vice versa. The connection between two clients is established by these SIP request-response collections and after the connection is established the PBX gets out of the line and the two clients can communicate directly.
The following table contains the SIP response categories that can be sent between a VoIP client and the PBX.

**Table 2 - SIP responses**

<table>
<thead>
<tr>
<th>Response type</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>SIP 1xx</td>
<td>Informational responses (for example, 180 Ringing)</td>
</tr>
<tr>
<td>SIP 2xx</td>
<td>Successful responses (for example, 200 OK)</td>
</tr>
<tr>
<td>SIP 3xx</td>
<td>Redirection responses (for example, 302 Temporarily Moved)</td>
</tr>
<tr>
<td>SIP 4xx</td>
<td>Client failure responses (for example, 404 User Not Found)</td>
</tr>
<tr>
<td>SIP 5xx</td>
<td>Server failure responses</td>
</tr>
<tr>
<td>SIP 6xx</td>
<td>Global failure responses</td>
</tr>
</tbody>
</table>

Figure 2 shows an average communication flow between two VoIP clients from the registration to the PBX, through the connection establishment and the actual communication till the end of the communication.
Figure 2 - SIP communication between two VoIP clients and a PBX
The figure shows the whole VoIP communication process and the related SIP messages. The first step of the communication must be the registration to the PBX. This is shown by the red arrows in the figure. The registration is mainly a REGISTER request and an OK response pair.

In some cases the registration can consist of more messages when the clients have to possess a SIP account for authentication. In those cases the PBX sends back the SIP registration data and the client has to send another REGISTER request with the provided SIP account. A successful registration is always completed by the PBX sending an OK 200 message to the client.

When both clients are registered to the PBX they can request for communication line establishment. This is shown in the figure by the green arrows. The communication start request is an INVITE message that is sent from a client to the PBX. The PBX sends back a synchronous TRYING message to the client and sends the INVITE message to the other client. The called client sends back a TRYING response and, if the connection can be established, it also sends back a RING message that is transferred from the PBX to the caller client. When the called client accepts the call an OK message is sent to the PBX, and it also sends an OK response to the caller client. At this point the connection between the two clients is established and the PBX gets out the communication.

The communication itself is made directly between the two VoIP clients and it is shown in the figure by the black arrow.

When one of the clients want to end the call a BYE SIP request is sent from it to the PBX and it transfers it to the other end point. The other client sends back an ACK message that is sent to the first client too. This ACK notifies the client that the remote party acknowledged the end call request. After this the communication line is closed and both clients stop the software tools and hardware devices that were in use during the communication. The SIP messages for ending the communication is shown by the magenta arrows in the figure above.

At this point you are familiar with the basic terms and processes that have to be considered, implemented or supported when you want to build a VoIP solution. Many of these tools are provided by Ozeki VoIP SIP SDK and there are some that you will need to implement, but it is essential that you know the basic concepts behind VoIP communication in order to write appropriate VoIP solutions.

Source Code
This first lesson is about the basic terms and processes about VoIP technology, therefore it does not contain any source codes. The next lessons will be more of practical approach and will mainly be based on source code explanations and practices.
Summary
This introductory lesson of Ozeki VoIP Training gave you a comprehensive picture about Voice over IP and related terms and process. If you have read through this material carefully, you have all the basic knowledge to start writing a VoIP application.

If you want to check that you have understood all the topics that were covered in this lesson, please answer the following questions. You can check the correct answers on the following page or in the previous sections of the course material.

Knowledge Check Questions
1. What are the basic similarities between analog telephones and VoIP communication devices?
2. What is Session Initiation Protocol and what is it used for?
3. What is a PBX for?
4. How can a VoIP communication line be established between two end points?
Correct Answers for Knowledge Check Questions

1. The analog telephone communication and the VoIP communication basically use the same devices, just in case of the VoIP model, some devices like the switchboard or the telephone itself can be implemented as software solutions.

2. Session Initiation Protocol contains the tools for establishing and handling VoIP communication lines. It defines request and response messages that are for notifying the VoIP tools about the communication process change and status.

3. Private Branch Exchange is a hardware or software tool that is basically responsible for the establishment of communication between two end points. It can also be connected to the Public Switched Telephone Network and so can provide communication lines between VoIP and non-VoIP end points.

4. The communication line between two VoIP clients is set by sending certain SIP messages between the end points through the PBX. The establishment starts with an INVITE call that is followed by TRYING and RING messages. The establishment is successful when the remote client accepts the call by sending an OK SIP message that is followed by an ACK message from each client. After the successful establishment of the call the PBX gets out of the communication line and the clients can talk to each other directly.